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I:   Let me start with Chairman Boehmer.  If you could just kind of ground us in the structure of Global, talking about how it’s put together, where it came from, and that sort of thing.
RB:  Yes, Global is an advisory committee to the U.S. Attorney General on information sharing issues and was really originally developed under Attorney General Reno to develop recommendations, deliverables, and standards-based information sharing throughout the justice system.  Global is really a group of groups.  There are 32 members on Global covering federal, state, local, and tribal representatives and really across the spectrum of public safety—law enforcement, prosecution, public defenders, courts, corrections, probation, parole, first responders—as well as other participants from industry through industry working groups through the IJIS Institute.  The structure essentially is that we have five committees—two policy committees, two technical committees, as well as an outreach committee to get the word out.  The policy committees are the Privacy and Information Quality Working Group as well as the Intelligence Working Group.  The Technical Committees include the Global Security Working Group as well as the Infrastructure/Standards Working Group.   That is the essential.  Through these committees, most of Global work is done.
I:  Those working groups, they make the recommendations and then that bubbles back up to the GAC for the formal voting on deliverables and that sort of thing?
RB:  That’s right.  The working groups really do—the GAC meets twice a year—but the working groups meet much, much more often and really, the heart of the work done on Global is done through the working groups, which is not necessarily Global members but representatives of Global Members—people that are really practitioners in the field that are developing the products and recommendations of Global which ultimately get approved through the Global Advisory Committee.

I:  We are going to turn to Vice Chairman Carl Wicklund now.  He is one of the inaugural members of our group and so has a great perspective on where the committee came from, where it’s going, and its evolution.  And, Carl, I know that you have seen it change.  Can you talk a little about that.

CW:  Well, it has changed—it has changed significantly.  When it was formed in 1998 by then-Attorney General Janet Reno, it was formed to address a lack of effective information sharing between various entities in the justice system in light of some pretty high profile incidents that might not have occurred if info sharing had been in place.  It was initially called the Global Criminal Justice Information Network and that term “network” created problems right at the very beginning, because it was too often viewed as one large database that networked between entities.  So, from that, it moved to consideration of a more Web-based solution and over the next couple of years, the name changed to the Global Justice Information Sharing Initiative to better represent the importance of sharing information through Web-based solutions, while at the same time, recognizing a significant amount of information in the justice system went beyond criminal cases to also include juvenile justice and civil considerations.  There were originally 18 members, and as Bob stated, there are now 32 and includes more inclusive groups and also has more federal partners involved.  Privacy was always a main focus of the Global Initiative since its inception and was one of the first working groups.  It really included a pretty diverse group of subject-matter experts that were concerned with information sharing and how privacy would have an impact on that process.  It included a number of people from victims and privacy advocacy groups as well as civil libertarians.  Interestingly, it was originally concerned with privacy and security of information.  However, it didn’t take long for the group to realize that they were very different issues.  One was more technical—the security—and the other centered more around policies and practices—the privacy and civil liberties issues.  That’s when two separate working groups were actually formed looking at having a working group on privacy and information quality and a working group on security.  As we look back on all of that, it was so difficult to get our arms around the whole issue of privacy, to see what we now have with the Privacy Policy Development Guide* and its templates and how that has been adopted not only within state and local governments but how it has been adopted through the federal government, I think we have come a long way.  Now, as we start looking at information quality, that seems to be a more difficult topic to get our arms around, because information quality is a major issue as we begin to share information across systems.

RB:  You brought us something that I don’t know if we emphasized when we talked about Global and the committees and things like that as much, but with the diversity of membership, you get a better product.  It’s as simple as that.  And when you look at the Privacy Committee as just one of the examples as Carl described the diversity of membership, people had different interests and different perspectives on privacy and civil liberties and it’s the same thing on the other groups as well with different perspectives.  What we want to do on Global and what we recommended in the privacy area, as well, is we don’t ignore the people who might not agree with you. We bring the people who might not agree with you on certain solutions in the room, and we work on it together and say, “Let’s find that common ground, let’s solve the problem.”  I think privacy is one of those groups that was a terrific example of it but it really doesn’t stop there with that committee.  As you see on the other committees, it is the same kind of thing that is a diverse group working together.  They may walk in the room not agreeing on some things but they know the common goal and they work together to find a solution that they can all agree to.  

CW:  I think it is the consensus process that makes Global so powerful.

I:  And I think what’s really exciting and powerful—to use your word, Carl—is going back to the idea of the privacy, the information quality.  It’s wonderful that we have a focus now on transparency and citizen access to government, government workings, government processes, and Global has always operated that way.  It is a federal advisory committee.  The Global Advisory Committee meetings are open to the public.  We welcome observers.  We publish our summaries.  This is “for practitioners, by practitioners,” very open.  I think it’s great that the fact that the rest of government is going and is really focusing on this openness, transparency, access:  Global has laid the groundwork for a lot of the privacy policies and things that need to be in place for that to take place and for people to feel comfortable in that.  So, I think it’s great that Global was ahead of the curve almost and has done a lot of the legwork for a lot of the things that we are seeing going on in government right now.  I think that is a wonderful and powerful thing to note and also speaks to the expertise of the people on the committees that know this and have this in their mind, that this is what is coming down the pike, and this is what needs to be addressed.
----

*  Editor’s note:  The Global Privacy and Civil Liberties Policy Development Guide and Implementation Templates, to which Vice Chairman Wicklund refers, is located at
http://it.ojp.gov/documents/Privacy_Guide_Final.pdf. 

